Module 6 Section 2

Medicaid
Course Overview:
This course provides a comprehensive introduction to Medicaid—the United States’ joint federal–state health insurance program—and its impact on software design, healthcare operations, and billing compliance. Learners will explore how Medicaid’s unique structure influences eligibility rules, funding, service delivery models, and technical requirements for electronic billing, EVV (Electronic Visit Verification), and audit readiness.
Participants will learn how Home and Community-Based Services (HCBS) waivers work, why they are essential for community living, and how they drive documentation, authorization tracking, unit-based billing, and state-by-state variances. The course also covers EDI 837P/837I claim formats, key billing workflows, and the data elements developers must capture for Medicaid reimbursement.
This course is designed for developers, analysts, and healthcare teams working on systems like MyNursePal Pro, ensuring they can build compliant, flexible, and scalable solutions for Medicaid-funded programs.

By the end of this course, learners will be able to:
· Explain why Medicaid programs vary across states due to the joint federal–state structure.
· Describe what HCBS waivers are and how they support community-based services.
· Identify common Medicaid payment and billing models (unit-based, per-diem, etc.).
· Understand how EVV, authorizations, documentation, and audit rules shape software requirements.
· Recognize the purpose and structure of EDI 837P/837I files in Medicaid billing.
· Apply foundational compliance concepts to system design and workflow development.

Introduction to the Medicaid Program
Medicaid is the United States’ public health insurance program designed to provide essential medical and community-based services for individuals with low income, disabilities, or special healthcare needs. Unlike Medicare, which is fully federal, Medicaid is a joint federal–state program. This means:
· The federal government (CMS) sets national guidelines and contributes funding.
· Each state designs and manages its own Medicaid system — determining eligibility, covered services, provider rates, and data requirements.
Because every state operates its own version of Medicaid, the program functions as 50+ distinct systems that all follow federal rules but have unique workflows, billing requirements, and documentation standards.
Medicaid plays a vital role in supporting care across settings such as hospitals, nursing facilities, home health, residential programs, and community-based services. For many people with disabilities and long-term support needs, Medicaid is the primary payer for ongoing care, including Home and Community-Based Services (HCBS) that help individuals live independently.
Understanding Medicaid is essential for healthcare organizations and technology developers because it directly shapes billing processes, compliance requirements, EVV rules, data structures, and reimbursement models. Every visit, service, and claim submitted through Medicaid must meet both state and federal standards to ensure payment and audit readiness.
Who Medicaid Covers
Medicaid primarily helps people who may not be able to afford private insurance or Medicare.
It covers:
· Low-income families and children
· Pregnant women
· Elderly individuals who need long-term care
· People with disabilities (physical, intellectual, or developmental)
Many beneficiaries receive care in community settings like group homes, day programs, or at home with support.
How Medicaid Is Funded
Both the federal and state governments finance Medicaid:
· The federal government pays a percentage, known as the Federal Medical Assistance Percentage (FMAP), which varies by state.
· The state typically covers the remaining costs, often through its health or social services department.
Because both levels contribute money, both levels require data transparency and reporting compliance, meaning your software must handle:
· State-specific billing formats.
· Federal audit readiness
· Secure data retention
Key Feature: HCBS Waivers (Home and Community-Based Services)

What Are Medicaid Waivers (HCBS)
Medicaid Home and Community-Based Services (HCBS) Waivers are one of the most important parts of the Medicaid program.
Traditionally, Medicaid would only pay for care delivered in institutions such as nursing homes or hospitals. However, most people with disabilities or long-term support needs want to live in their own homes or in community settings, not institutions. HCBS waivers were created to support this shift.
 What HCBS Waivers Actually Do
HCBS waivers allow states to “waive” certain federal Medicaid rules so they can use Medicaid funds for non-institutional, community-based services.
This gives states flexibility to cover services such as:
· In-home support and personal care
· Independent Supported Living (ISL)
· Adult day programs and day habilitation
· Residential group homes
· Community transport
· Supported employment
· Behavioral support services
For many states, HCBS services are the core of Medicaid-funded disability supports.

Why Developers Must Understand HCBS Waivers
Unlike hospital or clinic care, HCBS services are delivered in people’s homes and communities, which means the software must support a completely different operational model:
1. Highly individualized care plans and authorizations
Each waiver participant has a custom care plan and authorized units/hours for specific services.
Your system must:
· Link every visit or task to the correct authorization
· Track remaining units
· Prevent billing for non-authorized services

2. Heavy dependence on field staff + EVV
HCBS relies on direct support professionals, home care workers, and caregivers—most working in the field, not in a facility.
Software must support:
· GPS-verified EVV
· Mobile offline mode
· Secure timestamp capture
· Role-based access for caregivers

3. Time- and task-based billing
Most HCBS services use unit-based billing, often in:
· 15-minute units
· 30-minute units
· Per-visit units
Developers must design logic that:
· Converts time → units
· Applies rounding rules
· Prevents overlapping visits
· Ensures units do not exceed authorizations

4. State-by-state differences
Even though waivers are based on federal policy, every state designs its own programs, which means:
· Different service codes
· Different billing rules
· Different EVV vendor integrations (Sandata, Tellus, HHAeXchange, etc.)
· Different documentation standards
Your system must be configurable, not hard-coded for one state.

5. Intensive audit requirements
Waivers are one of the most audited parts of Medicaid due to fraud risk and high annual spending.
Systems must ensure:
· Every visit has EVV
· Every billed unit ties back to an authorization
· No missing or edited timestamps without audit logs
· Documentation is retained for 5–7 years

 Why Waivers Matter to Your Build Team
If you're developing a software for HCBS programs, remember:
HCBS = high customization + high compliance + real-world field workflow.
Your system must seamlessly connect:
Authorization → Scheduling → Visit → EVV → Documentation → Billing → Audit Trail
If any step is incomplete or inconsistent, Medicaid will deny claims.

How Medicaid Pays Providers
Medicaid utilizes various payment methods, depending on the type of service and the state in which it is administered.
The two most common are:
1. Unit-Based Billing:
· Payment is calculated by the time or task units performed — for example, 15-minute intervals, per-visit, or per-day.
· Example: If a caregiver provides 2 hours of personal care and each unit = 15 minutes, that’s eight units billed for the day.
2. Per-Diem or Monthly Billing:
· Used for facilities or programs that provide continuous care (e.g., residential group homes).
· Payment is fixed for each day or month of authorized service.
For Developers:
Therefore, MyNursePal Pro must:
· Track start and end times, tasks completed, and caregiver identity for every visit.
· Support different billing unit rules by state (e.g., some use 15-minute units, others 30-minute units).
· Calculate totals automatically and generate claims in formats required by each state’s Medicaid system (often EDI X12 837P or 837I).
· Provide real-time reporting and audit logs for compliance checks.

 What Is EDI X12 837P / 837I?
Electronic Data Interchange (EDI) refers to a standard format utilized by healthcare organizations to transmit billing and claims data electronically between systems.
Think of it as the “language” that computers use to talk to each other when sending insurance claims.
· Medicare, Medicaid, and private insurance companies use it.
· It ensures accuracy, security, and automation in billing.
· It’s defined by HIPAA standards and maintained by the ASC X12 committee, a part of the American National Standards Institute (ANSI).

 The X12 837 Transaction
The X12 837 is the specific type of EDI file used to submit healthcare claims electronically.
In other words, when MyNursePal Pro (or a billing system) submits a claim for a nurse visit, therapy session, or home care task, it sends that claim in an 837 file to the payer (Medicare, Medicaid, or private insurance).

 837P vs. 837I — What’s the Difference?
There are different versions of the 837 depending on the type of provider or facility sending the claim.
	EDI File Type
	“P” = Professional
	“I” = Institutional

	Full Name
	EDI X12 837P (Professional)
	EDI X12 837I (Institutional)

	Used By
	Individual or group practitioners
	Hospitals, nursing homes, and home health agencies

	Examples of Claims
	Doctor visits, therapy, mental health counseling, and outpatient care
	Inpatient stays, long-term care, home health (Medicare Part A), hospice

	CMS Form Equivalent
	CMS-1500 (paper claim)
	UB-04 (paper claim)

	Billing Entity
	Provider or clinic (usually under NPI Type 1)
	Facility or organization (NPI Type 2)

	Common Data Fields
	Patient info, CPT codes, diagnosis codes, charge amount, service dates
	Patient info, admission/discharge dates, revenue codes, diagnosis, care level



 Why This Matters for Developers
While developing MyNursePal Pro, you are not only managing documentation but also generating the data that will populate these EDI files.
That means your database and APIs must capture every data element that will eventually populate an 837 file.
Examples:
	EDI Segment
	Data Source in MyNursePal Pro
	Example Data

	NM1*IL – Patient Name
	Client profile
	Jane Doe

	NM1*82 – Rendering Provider
	Nurse or caregiver user ID
	RN Mary Johnson

	DTP*472 – Service Date
	Visit log start/end time
	2025-11-05

	SV1*HC – Service Line (CPT Code)
	Task or service type
	99504 (home visit)

	AMT*F5 – Charge Amount
	Billing record
	$120.00

	REF*6R – Claim Number
	Generated claim ID
	00235467



 How It Fits into Medicaid and Medicare Billing
· When your system finishes a billing cycle (for example, a week of home visits):
MyNursePal Pro aggregates all completed, verified visits.
Each visit’s data (date, provider, service, payer, units, cost) is compiled into an 837P or 837I file.
 That file is transmitted electronically to the payer portal or clearinghouse (like Availity, Change Healthcare, or state Medicaid systems).
The payer processes it and returns a response (the EDI 835 — the payment/remittance file).
So:
· 837 = Claim submission (request for payment)
· 835 = Payment response (how much was paid, adjusted, or denied)

Developer Responsibilities in MyNursePal Pro
If you’re designing or integrating the billing module, you need to ensure:
1. All claim data fields are structured and validated (service codes, dates, NPIs, payer IDs).
2. EDI generation logic can build both 837P and 837I files as required by the payer.
3. APIs or file exports conform to HIPAA-compliant EDI standards (ANSI X12 5010 or 7030 versions).
4. Audit logging for every claim submission and payer response is built in.
5. Error handling: When an 837 file is rejected (e.g., due to an invalid CPT code or missing NPI), the system flags it for review.



 In Simple Terms
The EDI X12 837P and 837I files are electronic claim forms that replace paper billing.
They tell Medicare, Medicaid, or private insurance:
· Who got care
· Who gave the care
· What kind of care was given
· When it happened
· And how much to pay
For MyNursePal Pro, every EVV visit, OASIS assessment, or progress note must eventually be connected to this claim data pipeline, as the documentation in your app serves as the source of what is included in an EDI file.

EVV (Electronic Visit Verification)
What It Is:
EVV is a federal requirement under the 21st Century Cures Act that ensures in-home and community-based care is delivered as claimed.
It electronically verifies:
1. Who provided the service (caregiver identity)
2. Who received it (client identity)
3. Where it happened (GPS or address match)
4. When it started and ended (time stamps)
5. What service was provided (task type)
For Developers:
MyNursePal Pro must include:
· Mobile app for EVV capture with GPS verification (capable of online/offline use).
· Automatic sync to the correct service authorization (linking visit → client → Medicaid claim).
· Validation rules (no billing submission if visit is missing a timestamp or signature).
· Integration with state EVV aggregators (e.g., Sandata, HHAeXchange, Tellus) via API.
· Audit-ready logs with tamper protection — CMS and state Medicaid agencies can request visit data up to 7 years later.

Documentation Requirements
To receive payment, every service provided under Medicaid must be thoroughly and accurately documented.
Typical documentation includes:
· Service logs (what task was done, by whom, when, and for how long)
· Care plans and authorizations (linking services to approved goals or tasks)
· Progress or daily notes (narrative summaries)
· EVV data (visit verification)
Developer Connection:
Your system must tie all these elements together:
Authorization → Task Schedule → Visit Documentation → EVV → Billing → Audit Trail.
In MyNursePal Pro, that means:
· Visit data cannot be finalized until the EVV and notes are complete.
· Each visit record must be associated with a service authorization ID and a payer (Medicaid).
· Automatic claim generation can occur once all documentation checks pass.


Compliance and Data Standards
· Regulators: CMS, state Medicaid agencies, and Managed Care Organizations (MCOs).
· Data Security: HIPAA-compliant storage and encryption.
· Audit Retention: States often require documentation to be kept for 5–7 years.
MyNursePal Pro should:
· Store Medicaid data in secure, auditable formats,
· Provide compliance dashboards showing missing or incomplete EVV/service logs, and
· Allow administrators to generate export files for billing and audits.

Developer Takeaways
	Concept
	What It Means
	How MyNursePal Pro Should Handle It

	Joint Federal-State Program
	Each state customizes its Medicaid system
	Use configurable state-specific modules or billing templates

	HCBS Waivers
	Pay for community-based services instead of institutions
	Include care plan and outcome-tracking features

	Unit-Based Billing
	Payment per time/task unit
	Automate time tracking and unit calculations

	EVV
	Electronic proof of visit
	Build mobile GPS/time capture + API integration

	Audit & Compliance
	Must prove services were delivered as claimed
	Maintain audit logs and enforce data validation rules



In Simple Terms
Medicaid pays for healthcare and community supports for people who can’t afford private insurance — but every dollar must be backed by digital proof that the service happened, when it happened, and by whom.
For MyNursePal Pro developers, that means:
· Design systems that capture accurate visit data,
· Validate documentation before billing, and
· Support state-by-state flexibility in Medicaid rules and file formats.

